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     LNPA Working Group Meeting Agenda
March 3 - 4, 2015
 				          Hosted by Verizon Wireless
                                                  Verizon Wireless Office
                                                  1120 Sanctuary Parkway 
Alpharetta GA 30009
Agenda

LNPA Working Group (LNPA WG)
Tuesday, March 3, 2015   9:00 AM – 5:00 PM (Eastern Standard Time Zone) 
Conference Bridge – 866-783-4160 PIN 23272#
 
9:00 a.m.		Introductions and LNPA WG Agenda Review – All 

January 6 – 7, 2015 Draft LNPA WG Minutes – All
February 19, 2015 Draft Conference Call Minutes - All

			Issues from Other Industry Groups:
· OBF Committee Readout – Deb Tucker
· INC Update – Dave Garner
· NANC Future of Numbering WG (FON) Update – Suzanne Addington

9:30 a.m.	   	Develop the LNPA WG Report to NANC – All

[bookmark: _MON_1485853824]						                                                                                                                        
	
10:00 a.m. 		 Change Management – Neustar

		   	(DOCUMENTATION WILL BE DISTRIBUTED AS NEEDED)

     	Determine what NPAC Functionality should be considered for
                      	Sunsetting – Neustar

NEUSTAR ACTION ITEMS - 010615-06 through 010615-12
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 				          Hosted by Verizon Wireless
                                                  Verizon Wireless Office
                                                  1120 Sanctuary Parkway 
Alpharetta GA 30009
Agenda

LNPA Working Group (LNPA WG)
Tuesday, March 3, 2015   9:00 AM – 5:00 PM (Eastern Standard Time Zone) 
Conference Bridge – 866-783-4160 PIN 23272#

	  	  
10:00a.m.		   Cont’d 

LNPA WG PARTICIPANTS ACTION ITEMS:
010615-01 – Item 8.2 on the sunset list suggests removing the Data
 Integrity Sample Audit and Report.  The audit runs periodically, but 
no service provider has ever requested that a report be generated
Service Providers are to determine if this feature should be removed
from the sunset list.

LOCAL SYSTEM VENDOR ACTION ITEMS:
010615-05 – Local systems vendors are to review all items remaining on the sunset list to determine impacts and level of effort to remove for each item on the list.    

NEUSTAR ACTION ITEMS;
010615-13 – Neustar (Gary Sacra) to find a suitable location on the
 NPAC website under LNPA WG to place the correspondence
 between the WG and the OBF.  He will provide the suggested
 location to the WG Tri-chairs.  


11:30 -1:00p.m.	    Lunch


	


     LNPA Working Group Meeting Agenda
March 3 - 4, 2015
 				          Hosted by Verizon Wireless
                                                  Verizon Wireless Office
                                                  1120 Sanctuary Parkway 
Alpharetta GA 30009
Agenda

LNPA Working Group (LNPA WG)
Tuesday, March 3, 2015   9:00 AM – 5:00 PM (Eastern Standard Time Zone) 
Conference Bridge – 866-783-4160 PIN 23272#

1:00p.m.	 	 Caller Identify Spoofing/STIR Presentation – Brian Rosen

							

2:30p.m.    	  IP Transition effects on Number Portability – All

· Non-geographic  Porting Sub-Team Readout

3:00p.m.		PIM 84 – Wireless-to-Wireless Reseller Response Time – 
			Suzanne Addington




4:00p.m.		New PIM(s)

Porting Process for non-carriers to perform ports - ATL Communications
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010615-03 – Bandwidth.com (Lisa Jill Freeman) will prepare a PIM
suggesting some time frames and activities for a best practice to
deal with disputed ports.  – Lisa Jill Freeman


5:00 p.m.	Adjourn LNPA WG Meeting

 
        
     LNPA Working Group Meeting Agenda
March 3 - 4, 2015
 				          Hosted by Verizon Wireless
                                                  Verizon Wireless Office
                                                  1120 Sanctuary Parkway 
Alpharetta GA 30009
Agenda

LNPA Working Group (LNPA WG)
Wednesday, March 4, 2015   9:00 AM – 5:00 PM (Eastern Standard Time Zone) 
Conference Bridge – 866-783-4160 PIN 23272#
                 
9:00 a.m.		Introductions and LNPA WG Agenda Review - All

9:05 a.m. 	Develop Guidelines for what is needed for new Service Providers to start Porting Numbers - All  

9:30 a.m.	Service Provider Contact List on the NPAC Website – Neustar to report on the source of the data and how often it is updated. 

010615-14 – Neustar (Gary Sacra) will send the web-link to the 
Service Provider contact list on the NPAC website.  

10:00 a.m.	Develop the LNPA WG Report to the (NANC, FON, IMG, etc.) 
	All readouts to be developed at LNPA WG meetings 

10:30 a.m.		Unfinished/New Business – All

10:45 a.m.     	Discussion of Need for April 8, 2015 LNPA WG Call

11:00 a.m.		Review 2015 Meeting Dates, Host and Location	

11:30a.m		Action Items Not Previously Discussed in Agenda

12:00noon	     	Adjourn LNPA WG Meeting  

Next LNPA WG Conference Call … April 8, 2014 (If Necessary)
Next Meeting …–May 12 – 13, 2015:  Hosted by Neustar – Fort Lauderdale, FL
1
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LNPA WG – Potential Sunset List

[bookmark: _GoBack]LNPA WG Agenda Item – Determine what NPAC Functionality should be considered for sunset

Service Provider Data

Sunset the ability for Service Providers to update their CMIP network data in their customer profile



The NPAC Customer Network Address information allows Service Providers to modify their own data, such as NSAP, TSAP, SSAP, PSAP, and Internet Address.  It would be more secure to only allow NPAC Personnel to modify this data on behalf of the Service Provider, as an incorrect modification would cause the Service Provider to lose connectivity to the NPAC.


NPAC LOE:  Low-Medium.

SOA LOE:  TBD

LSMS LOE:  TBD



Usage:  No Service Provider has updated their CMIP Network Data in their customer profile in the past year. 



Local System Impact:  NoneRemoving this functionality from the interface would result in ASN.1 and GDMO impacts.  Local Systems that allow it today would have to be changed to remove capability.  Either an operations change (if disabled in the NPAC only) or a functionality change (if removed from the interface) would be required to sunset this capability.

Removed

Sunset unused Customer Contact information on NPAC Admin GUI and LTI



The NPAC Customer Contact information has categories for Billing, Conflict Resolution, LSMS, NPAC Customer, Network and Communications Facilities, Operations, and Repair Center.  Many of these are either left blank, or populated with the same information for all categories, rendering them not helpful to other Service Providers that are looking to get the appropriate contact information. At one time this information was used to populate the NPAC secure website, however today all contact info for the secure website is pulled from a different system. The contact info in the NPAC customer profile can only be viewed by the profile SPID and NPAC Personnel.


NPAC LOE:  Low-Medium.

SOA LOE:  TBD

LSMS LOE:  TBD



Usage:  There werehave been 3 Service Providers that have requested to change the contact information in their profile in 2014this year.



Local System Impact:  None.  Only viewable on Admin GUI and LTI.The Customer Contact information can be queried over the XML and CMIP interfaces and updated over the CMIP interface.  Either an operations change (if disabled in the NPAC only) or a functionality change (if removed from the interface) would be required to sunset this capability.



Network Data

Removed

Removed

Subscription Data

Sunset single TN Notifications



In R3.1 (Oct 2001), the NPAC implemented NANC 179, TN Range Notifications.  For SOAs/LSMSs that do not support ranges, individual TN notifications are used.  Ranged notifications are beneficial for updates to multiple SVs because the notification information is consolidated into a single notification.  This functionality is optional in the XML interface.  For 1 TN, a range notification of 1 is used.


NPAC LOE:  Low-Medium.

SOA LOE:  TBD

LSMS LOE:  TBD



Usage:  5 SOA SPIDs (3 Service Providers) in the 7 U.S. NPAC Regions currently do not support range notifications.  The vendor(s) for these 3 Service Providers do support range notifications.



Local System Impact:  Sunsetting single TN notifications does have SOA impact.



Removed 
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Sunset the ability for SOA to not support Cause Code 2 (automatic conflict from cancellation notification)



In R3.3 (Feb 2006), the NPAC implemented NANC 138, Definition of Cause Codes.  A new cause code was added to differentiate 1.) automatic cancellation, from 2.) automatic conflict from cancellation.  For SOAs that do not support cause code #2, the cause code was set to #1 in all cases, thereby limiting the effectiveness of cause code #1 (is it really #1, or #2 defaulted to #1?).  This functionality is still optional in the XML interface.



NPAC LOE:  Low.

SOA LOE:  TBD

LSMS LOE:  TBD



Usage:  11 SOA SPIDs (10 Service Providers) in the 7 U.S. NPAC Regions currently do not support Cause Code 2.  The vendor(s) for these 10 Service Providers do support Cause Code 2.



Local System Impact:  Sunsetting the ability to NOT support Cause Code 2 does have SOA impact.



Sunset the ability for SOA to not support receiving AVC when an SV transitions from Cancel-Pending to Conflict due to expiration of T2



NANC change order 373 was created and discussed in Dec 2002.  The NPAC documentation did NOT initially list the AttributeValueChange notification when the NPAC automatically sets an SV from cancel-pending to conflict at expiration of the T2 timer. To reconcile this, a doc only change was made to include it and the AVC notification was optional. If this feature is sunset it would no longer be optional. All systems would receive the notification. This is required in the XML interface.


NPAC LOE:  Low.

SOA LOE:  TBD

LSMS LOE:  TBD



Usage:  11 SOA SPIDs (5 Service Providers) in the 7 U.S. NPAC Regions currently do not support receiving AVC when an SV transitions from Cancel-Pending to Conflict due to expiration of T2.  The vendor(s) for these 5 Service Providers do support receiving the AVC.



Local System Impact:  Sunsetting the ability to NOT support receiving this AVC does have SOA impact.



Pool Block Data

Removed



Audits

Sunset Delete Audit notifications in CMIP Interface



During the development of the XML documentation, it was agreed that the notification from the NPAC to the SOA that created the audit would NOT be included in the XML interface.  The M-EVENT-REPORT objectCreation of the subscriptionAudit object is not a candidate for sunset in CMIP because it contains the Audit ID.  Therefore, only the M-EVENT-REPORT objectDeletion of the subscriptionAudit object is a candidate for sunset in CMIP.



NPAC LOE:  Low-Medium.

SOA LOE:  TBD

LSMS LOE:  TBD



Usage:  In the pastDuring a 45 days period in November-December, 2014, the NPACs in the 7 U.S. Regions have sent an M-EVENT-REPORT objectDeletion for the subscriptionAudit object 2,495 times.



Local System Impact:  To be determined by SOA Vendors.



Sunset separate Audit Discrepancy notification in CMIP Interface (this will result in the consolidation of the data in the Audit Discrepancy results notification into the Audit results notification. 



During the development of the XML documentation, it was agreed to combine two CMIP notifications (subscriptionAudit-DiscrepancyRpt and subscriptionAuditResults) into one XML notification (subscriptionAuditResults), from the NPAC to the current SOA.  Making the same change to the CMIP interface and removing the M-EVENT-REPORT subscriptionAudit-DiscrepancyRpt notification is a candidate for sunset.



NPAC LOE:  Medium.

SOA LOE:  TBD

LSMS LOE:  TBD



Usage:  Every time an Audit is completed and results sent to SOA.



Local System Impact:  SOA will have to support new format to accept discrepancy results data in Audit results notification.



Recovery

Removed

BDDs

Sunset BDD Response Files



In R3.2 (May 2003), the NPAC implemented NANC 322, Clean up Failed SP List based on Service Provider’s BDD Response File.  This allowed a failed LSMS to bypass the receipt of SV data during an SV Recovery Request if the LSMS already received the SVs in a BDD File.  This functionality is not interface specific. It could be used by providers regardless of what interface they support.


NPAC LOE:  Low.



Usage:  No provider has ever sent a BDD response file to the NPAC for processing.  At the January 2015 LNPA WG meeting, the group determined that this is a strong candidate for sunsetting.



Local System Impact:  None.



Reports

Removed



Sunset Data Integrity Sample (Audit and report)



The Data Integrity Sample functionality is no longer needed (both the audit and the report).  This is defined in section 8.7, Data Integrity Sampling, of the FRS.  It was designed to monitor data integrity between the NPAC SMS and the Local SMS.  Data integrity has never been an issue, as failed SP Lists with corresponding recovery requests, and audits are self-cleaning mechanisms.


NPAC LOE:  Low.



Usage:  The Sample Audit is run every 7 days, but the report is never generated. 



Local System Impact:  None.



Other Data

Removed

Removed

Sunset the following (highlighted in yellow) unused billing categories (like mass storage, audits, etc.)



Some billing data and billing reports are not used (e.g., R11-4, Usage Measurements for Allocated Mass Storage, NPAC SMS shall generate usage measurements for the allocated mass storage – number of records stored – for each Service Provider).


From the FRS (NOTE:  Only the following functionality highlighted in yellow is being considered for sunsetting):
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R11‑2	Generating Usage Measurements for NPAC Resources

NPAC SMS shall measure and record the usage of NPAC resources on a per Service Provider basis.

R11‑3	Generating Usage Measurements for Allocated Connections

NPAC SMS shall generate usage measurements for allocated connections for each Service Provider.

R11‑4	Generating Usage Measurements for Allocated Mass Storage

NPAC SMS shall generate usage measurements for the allocated mass storage (number of records stored) for each Service Provider.

R11-9	Billing Report Types

NPAC SMS shall be capable of creating the following billing reports:

· Login Session Per Service Provider

· Allocated Mass Storage

· Messages Processed by type (to include download data and data resent by request)

· Audits Requested and Processed

· Requested Report Generation

· Service Establishment (to include Service Provider establishment, user login ID addition to the NPAC SMS, and mechanized Interface Activation)

R11-13	NPAC Personnel Billing Report Destination

· NPAC SMS shall allow NPAC personnel to determine the output destination of the billing report. The destinations will include: on-line (on screen), printer, file, or FAX. The default selection is on-line.



NPAC LOE:  Low.



Usage:  None.



Local System Impact:  None.



Removed

GUI

SunsetClarify Requirements for Unused User ID disable period tunable/feature



The NPAC has a feature that “disables” LTI user IDs that are not used on a regular basis.  As some Service Providers only maintain LTI connections for back-up purposes, some user IDs may go many months in between usage.  The FRS requirements for this “disabling” feature should be clarified through a Doc Only change to state that the LTI User can and must access their “disabled” account using their old password, and reset to a new password, in order to reactivate their account.  Until activated, resetting to a new password is the only accessible functionality for the account.  This is consistent with current functionality for this feature.The disabling can create issues when the LTI back-up mechanism is needed by that Service Provider.   The result of sunsetting this tunable/feature is the elimination of disabling User IDs based on usage.



NPAC LOE:  Low.



Usage:  Currently there are 834 User IDs that are disabled due to lack of use and their password needing to be changed before they can login again.  In the past year, 46 Users reset their password.



Local System Impact:  None.
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Who is really calling you?



Brian Rosen

Distinguished Engineer

Neustar, Inc.





Background

Robocalling, vishing and swatting are a major consumer problem, the FTC and FCC want it stopped, and congressional response is threatened.

Henning Schulzrinne, former CTO of the FCC started talking about possible technical solutions for illegal robocalling 18 months ago, which lead to meetings, agreements on an approach and now standardization efforts

Standardization in the IETF is nearing completion







Issues faced by operators today

Identify the source of illegal Robocalls

Provide options to consumer to handle legal Robocalls

Prevent Vishing = impersonation of someone, or enterprise in order to defraud

Prevent Swatting = placing emergency calls with fraudulent caller identification to cause SWAT team deployment







The root of the problem



It’s too easy to spoof the calling party name and number

Many service providers will allow the subscriber to assert any name and number they want

This is especially true in SIP based origination, when tracked back, most of the bad guys are using SIP

I call these “Pink” Service Providers







The basic idea



Digitally signature on some of the headers in the initial signaling message (SIP INVITE)

Requires a “credential” = public/private key pair to use to create the signature

Credentials will be provided when numbers are delegated

If you own the number, you have the credential to sign a call from it

Signed by the sender, checked anywhere along the call path





Quick Primer on Public Key Crypto and Certificate Authorities

Public and Private Key pairs are mathematically related, but impossibly hard to figure out one given the other

The database stores the public key, and can give it out to anyone

The originator (owner of the TN) holds the private key and never gives it to anyone

The owner can sign a document with their private key that anyone can decrypt with her public key, but only they can do that

The public key is stored (and distributed) in the form of an X.509 Certificate

The cert is signed by a (trusted) issuing authority called a “Certificate Authority” or CA

The signature of the CA is well known.





The big idea on credentials

Every country has a formal delegation process for telephone numbers

Some countries allow resell of numbers, which is a less formal delegation process, but still delegation

So the idea is to make the credential path conform to the delegation path

Whenever numbers are delegated, a credential for those numbers (theoretically) is provided with the delegation

Number portability is just a delegation of a single number

Also allows a number holder to give a “delegation” to an authorized caller (“on behalf of”), such a call center





New effort in IETF

stir (Secure Telephone Identity Revisited) work group is working on the problem

Charter is limited to numbers

Signaling standard (in band) is nearly complete

Names are also important

Name discussion is on a separate list now, cnit (calling name identity trust)







Two mechanisms

Inband

Signature of TN and other information in SIP headers passed in the signaling

Put on the call at the origination device or service provider

Checked anywhere along the path, which could include termination device or SP

Out of band

Called and calling TNs, timestamp, etc. signed by originator

Record created on origination device or SP and stored in a database

Record queried at termination device or SP

Doesn’t depend on anything surviving the signaling path









Inband - Two Pieces

SIP header information

Canonical TN from From or P-A-I headers

Time Stamp + replay sequence or call id

Prevents cut/paste attack

Signed by a credential assigned to the number holder (device or service provider)

Credential database

X.509 cert possibly with URI 
to cert in the SIP header. HTTP
GET on the URI returns the cert 
from the database

Database that can be queried with
TN and returns valid cert(s)









Out of Band

Calling Party writes a record with To/From/Date/… in a database

When Called Party gets the call, it queries the database with To/From.  If there is a call matching the data, it gets the signed object

In crypto terms, the calling party encrypts the record with the public key of the called party

Then the db returns any (encrypted) records it has for the calling party (and some dummy records) around the time of the call 

And the called party decrypts with their private key

Useful where there is an SS7 link between two SIP islands





The Database



Need a one-per-country DB so everyone knows where to go to get the keys

This is not unlike the number portability database, which already has a record for most active telephone numbers

When numbers are delegated, the delegator notifies the DB about the delegation

Then the delegatee comes to the DB

It can present an existing credential 
and ask the TN be added to it

It can ask for a new credential

The public key then represents a 
set of TNs

And you need a (OCSP-like) 
query to the DB to ask if the 
credential is valid for the TN.





Status

IETF detailed technical standards for the headers, the queries, etc. is stable, and should be in review cycles soon

Credential standard is still a bit immature, but is solidifying rapidly

Prototyping is possible
now







Deployment

Has to start with origination end – calls have to be signed

At some point, ideally, the origination device

More practically, initially, the origination service provider

Both could have appropriate credentials

Anyone along the path can verify 

Ideally the termination device

More practically, initially, the termination service provider

Could be any transit provider

But, the big question is when





What you do when it fails

Could show a marked Caller ID (“suspicious”)

Could show “unknown” Caller ID

Could be diverted immediately to 
VoiceMail (at request of subscriber)

Could be dropped (at request of 
subscriber)







Brian’s peering model

Service Providers already have peering agreements with peering partners

SP could establish a new requirement to peer

By such-and-such date x% of calls must have a valid signature

Could be determined after the fact by a batch process that looked at call detail records (if headers were saved)

No special treatment to any specific call, just an overall statistic

If peering agreement is not kept (too many bad calls), termination service provider could take action

Monetary penalty

Refusal to peer (might need regulatory approval)





Regulatory

US FCC and FTC are both eager to do something

No other ideas on the table that actually work for most subscribers and SPs

Both aware of, and supportive of this effort

Other regulators have less urgency, but are very interested in this solution











Who does what?

Vendors (softswitch, SBC, and eventually device) will need to implement the signature generation and checking mechanisms

Internal Service Provider systems to manage credentials will need to be created and deployed.

U.S. and other countries will have to establish the database, create and distribute credentials.

YOU can get involved

In the IETF standards process

In planning deployment in your network







But my network isn’t SIP based

“PSTN Transition” is making it SIP rapidly

As you know, dates for transition are not settled  

There is a proposal to use UUI or some other field of ISUP IAM to pass the signature, or a reference to the signature

But you need to police your T1/T3 trunks from enterprise & wholesale customers

And of course SIP Trunks are taking over that business rapidly





Questions?

You are welcome to contact me about this subject at
brian.rosen@neustar.biz
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PIM 84 Reseller Response Times v2.doc
NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  _12 /05/2014

Company(s) Submitting Issue:___Sprint___________________________

Contact(s):  Name _Suzanne Addington______________________________



         Contact Number 913-762-5626


         Email Address   _Suzanne.m.addington@sprint.com_____


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


There is not an industry defined process interval for Wireless to Wireline and Wireless to Wireless  reseller ports.  Reseller ports are not considered simple ports, they are complex.  There is not any documentation to date around expectations of the timing of a port out response when the losing service provider is a reseller. In other words, how long does a reseller have to respond to a wireless port out or an intermodal port out request?                                               


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A.   Examples & Impacts of Problem/Issue: 


Reseller ports are not considered simple ports, they are complex ports.  There is not any documentation that addresses the response time for a reseller port out request.   In most, if not all, cases the Old Network Service Provider (ONSP) does not have access to the actual end user customer information.  The ONSP has to rely on the reseller to respond to the port request by validating end user information and rejecting or confirming the port out request.


Current process: 

· For wireless carriers, the initial response to a port out request when a reseller is involved is a delay message sent within 30 minutes of receipt.


· Once the ONSP receives the port request, the ONSP will check if the TN belongs to a reseller and forward the port out request to the appropriate reseller.


· The reseller has to compare the end user information provided in the port out request against its own billing system, sometimes manually.

· The reseller responds to the port request which is sent to the NSP via carrier and industry approved systems and processes.


Some Service Providers (SP) allow resellers to respond within four hours, up to 24 hours or even more.  Wireless to wireless ports have an industry agreement to complete port requests within 2.5 hours.  One day porting allowed simple wireline-to-wireline and simple intermodal port requests to respond within four hours and complete within one business day. 


There is not a defined timeframe for ports involving resellers for either port completion or port response.


If a port out request is escalated and the reseller refuses to cooperate, some ONSPs are taking the liberty to release the TN to the NNSP without validating end user information.  Releasing an end user’s TN to another SP without proper validation puts the ONSP at risk of FCC complaints and lawsuits in addition to the real possibility of an inadvertent port, stolen number and/or fraud.  

B.   Frequency of Occurrence: _____


Multiple ports daily_________________________________________________________


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic __ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL_X__


D. Rationale why existing process is deficient: 


Though every reseller is under contract with the Network Service Provider and is obligated to port, Sprint believes creating a best practice will help standardize the port response timing and expectations across all carriers and allow for more consistent port completion timeframes.

E.   Identify action taken in other committees / forums:   None __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


E. Any other descriptive items: 


3. Suggested Resolution: 


Sprint is suggesting a new best practice be created to assist the industry with documented timeframes.  We believe reseller ports should remain complex.  However, acceptable defined response times can be reached via consensus to determine the details and standardize wireless to wireline and wireless to wireless reseller port out requests across all carriers.

LNPA WG: (only)


Item Number: __ PIM 84__ __ __



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________


1
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It’s about the End User

Aelea Christofferson

President

ATL Communications

March 3, 2015





The Issue

Currently the end user has no choice on who handles the porting of their numbers.

There have many occurrences of local numbers being ported by someone other than the valid end user, either accidentally or intentionally.

The end user is the ultimate controller of their numbers, but as long as they have no choices for their number management, they don’t really have control.







One Example

In 2012 Company X, the end user for 916-999-9999 requested their number be ported and found out it had been ported away several months before.  Company X was unaware because the number continued to terminate on their voice mail.  They were paying the bill.  The number was ported two more time in that few months, so no carrier would take responsibility.

Company X changed the address for their other numbers to ensure the numbers could not be taken again, but some of their important  numbers were ported.  The carrier told the end user that their policy was to give the address to porting requester.

The 916-999-999 has never been recovered.





No Control, No Influence on Processes



Best Practices are in place, but what if the end user wants more.



If the end user wants a company not to provide their address, they can’t influence the policy or their carrier and can’t go anywhere else.

Any number management company can be held to the same FCC rules and Best Practices.





Toll Free Porting vs. Local Porting

Both porting processes want the same results;

Customer Satisfaction

Seamless transfer

Limit fraud and error (no FCC complaints or legal issues)

Protection of carrier networks

The processes are very different, but the intent is the same.

SO WHAT IS THE MAIN DIFFERENCE:  END USER INVOVLVEMENT







What Needs to be Done

Carriers need to be assured that their networks are protected

FCC discussions will be necessary to talk about difference between contacting end user for marketing reasons vs. for verification needs.

New non-users number management entities must not be carrier competitors.

LNP working Group, NANC, and FCC need to be willing to manage this process successfully as the toll free industry did in 1993. 









What doesn’t Need to be Done

No need for complicated systems changes.

No need for major changes to SPID assignment process.

No need to start from scratch.  Vonage entry has already provided direction.





The Ask

The LNP Working Group should establish a committee to design a process to open local number management to non-carriers.  

The process determined by this committee will be brought back to the LNP Working Group for approval.





Aelea Christofferson
Aelea@atlc.com
541-598-2323
541-771-8814 (cell)







It's about the End User
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NANC – LNPA Working Group	                     	Problem/Issue Identification Document

LNP Problem/Issue Identification and Description Form





Submittal Date (mm/dd/yyyy):  03/06/15

Company(s) Submitting Issue:  ATL Communications

Contact(s):  Name _Aelea Christofferson______________________________

	         Contact Number 541-598-2323

	         Email Address   _aelea@atlc.com

(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



The industry does not have a porting process that allows for the end user to select a non-carrier vendor to handle the porting of their numbers.  Current porting procedures have resulted in some numbers being released to the wrong end user and often getting these numbers back has been challenging, sometimes not possible.  

 

2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A.   Examples & Impacts of Problem/Issue: 

There are many examples of numbers ported to the wrong end user, so this is just one example. 

· In December 2012 Company X, the end user for 916-999-9999 sent a port request to their reseller who in turn sent the port to their underlying carrier. Company X was informed that the number had been ported four months earlier. Company X checked their switch and found that the party who had ported the number kept the number ringing to the original voice mail for those four months and so Company X was unaware that the number had been ported.

· The carrier did not report to the reseller that the number had been ported to another carrier and then subsequently to a third carrier.

· Customer X and their reseller immediately filed a trouble ticket with the first carrier along with call records proving the number had been theirs.

· In the next few months two more numbers were ported from Company X by someone else.  Company X had intentionally changed the address to ensure that the entity trying to port the numbers would not be able to enter the correct address.  After months of work two of the numbers were recovered, but the 916 number was never recovered.

· After a number of escalations the first carrier told Company X that they routinely provide the address information to the party requesting the port.



Under this arrangement the end users have no control over their numbers because they have no influence on the porting party’s rules.  If Company X could select an entity to do their porting they could, within the Best Practices rules, ask for the porting of their numbers to be handled in a manner that better protects the numbers. 



B.   Frequency of Occurrence: It is impossible to provide a number of occurrences unless the carriers provide this information.  Carriers have admitted this is a problem in the past.

Multiple ports daily_________________________________________________________



C. NPAC Regions Impacted:

 Canada___ Mid Atlantic __ Midwest___ Northeast___ Southeast___ Southwest___ Western___     

 West Coast___  ALL_X__




D. Rationale why existing process is deficient: 

Currently only facility based carriers or entities the carrier chooses, for instance their resellers, are allowed to port numbers.  The end user is not allowed to select a vendor. 



E.   Identify action taken in other committees / forums:   None known__________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________



E. Any other descriptive items: 





3. Suggested Resolution: 



Although the process for porting for toll free numbers and local numbers is very different, the interests of the parties are the same.  The end user wants their numbers protected and the carriers and resellers want ports that go smoothly, quickly, and without error so their customers are satisfied and they are not subject to FCC or legal challenges.  Although toll free still has some issues with slamming, many of the situations have been avoided through end users working closely with porting vendors of their choice to determine porting processes that protect their numbers while obeying   industry best practices 



 Toll free was designed with an option for a number management entity other than the carriers, although the majority of numbers are still managed by the carriers. The real difference is end users and resellers do have a choice to use a non-carrier option for their porting needs.  The carriers worked collaboratively with interested parties to design a process to protect the integrity of the carrier’s networks and allow end users to choose who handles the porting of their numbers. 



The toll free solution initially did not require any systems changes or any changes to current FCC rules.  Years later the industry decided to add some automated processes for the carriers to indicate RespOrgs they would not accept ports from.  Basically the carrier has an agreement with their end user that addresses what is required to use another (meaning not their internal) RespOrg.  These agreements are normally one page.  Although the agreements vary some, the main purpose of the agreement is to require the carrier be notified that a number is being ported to them so they can be ready in their network.  The end user then contracts with their selected RespOrg, or in some cases they are the RespOrg, to perform the porting duties.  The RespOrg operates under the same FCC rules and best practices as the carrier in these areas and at any time if the carrier feels the RespOrg is not following the agreement, the carrier can notify their end user they will refuse to activate numbers ported through that RespOrg.



There will need to be a discussion with the FCC based on the current ruling prohibiting contact with the end user during the porting process.  Since this decision was implemented to prevent marketing to customer during the porting process, this new process should not be a problem.  A presentation would be made to the FCC to ensure there is an understanding of the purpose of this change.



The purpose of this PIM is to request the LNP Working Group establish a committee including carriers and non-carrier entities to design a process allowing non-carriers to perform ports.  The solution found would be brought back to the LNP Working Group for approval.  





LNPA WG: (only)

Item Number: __ __ __ __	

Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________

1



3
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[bookmark: OLE_LINK7]LNPA Working Group
Status Report to NANC
March 5, 2015

Paula Jordan Campagnoli, Co-Chair

Ron Steen, Co-Chair

Brenda Bloemke, Co-Chair





Report Items:



· Local Number Portability Administration Working Group (LNPA WG) Report:

· Transition from PSTN to IP

· Non-Georgraph Porting



Next Face to Face Meeting…… May 12 - 13, 2015, Fort Lauderdale, Florida– Hosted by Neustar

        

_______________________________________________________________________



Transition from PSTN to IP

 

· PSTN to IP transition effects on LNP continue to be an ongoing agenda item for the LNPA WG.

· Brian Rosen of Neustar was requested to give the LMPA WG a presentation on “Caller Identity Spoofing/STIR.  

· This report presents multiple views of potential IP interconnection mechanisms based on aggregate PSTN constructs, interim solutions based on all-IP routing using a per-TN registry, and a consideration of hybrid approaches across both mechanisms during the transition to all-IP.  

· Potential impacts to the number portability process were discussed based on the options presented and none were anticipated at this time. The LNPA WG Co-Chairs will provide this feedback to the NNI.

· The LNPA WG will actively follow the work of the NNI Joint Task Force going forward.



Non-Georgraph Porting



· The Non-Geographic sub-team has completed the first draft of the white paper discussing technical constraints, consumer and regulatory impacts of Non-Geographic Porting.  This is a living document which will be updated as new information is discovered or received.  The draft report was sent to the NANC Chair on February 26, 2015.







Next Face to Face Meeting…… May 12 - 13, 2015, Fort Lauderdale, Florida– Hosted by Neustar





                                        ==== End of Report ===
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